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ABSTRACT

Digital devices are presented several vulnerabilities because when making a connection your information can be compromised. Bluetooth is a means of wireless communication that allows you to transfer files with distances of up to 100 meters, but its security has been seen as malicious users, attacking special cell phones. The Bluetooth manufacturers have improved their security but it has not been enough to control the vulnerabilities. The security of the Bluetooth connection has been directed by the manufacturers, but the user has not been able to carry out a control of this security.

RESUMEN

Los dispositivos digitales presentan vulnerabilidades ya que al realizar una conexión su información puede verse comprometida. Bluetooth es un medio de comunicación inalámbrico muy reconocido ya que permite transferencia de archivos con distancias de hasta 100 metros, pero su seguridad se ha visto afectada por usuarios maliciosos, atentando en especial dispositivos celulares. Los fabricantes de Bluetooth han mejorado su seguridad, pero no ha sido suficiente para controlar las vulnerabilidades. La seguridad de conexión de Bluetooth ha sido gestionada por los fabricantes, pero el usuario final no puede llevar un control de esta seguridad.
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1. Analysis stage

1.1. Attack Deployment

Having identified several types of Bluetooth attacks that have existed in a system, it is possible to test those by pentesting. The tests performed are of the white box (tandem) type, since the attack environment was implemented using the Kali Linux pentesting platform, documenting each tool and designing the Bluetooth hacking tests.

To get started, using Kali Linux ensure that Bluetooth is active \[1\] by using the following commands:

```bash
root@kali:~# service bluetooth start
root@kali:~# service bluetooth status
```

The Bluetooth adapter’s interface is then validated:

```bash
root@kali:~# hciconfig
```

It can be used the BlueLog tool which is native to Kali Linux and allows viewing and registering detectable devices on the Bluetooth network and runs as follows:

```bash
root@kali:~# bluelog
```

BlueScanner is another Kali Linux tool that allows scanning through Bluetooth network adapter, capturing the connectivity features of the networked devices and runs as follows:

```bash
root@kali:~# bts scanner
```

**Bluejacking Attack:** To carry out the attack a contact must be created, only the name box will contain the message in the device’s address book that will act as an attacker saving the contact. Then, an area with a large number of mobile devices is searched, the option “send via Bluetooth” is selected and it is sent to the target devices.

**Bluesmack Attack:** It requires a command line executed directly on the attacking device’s console, which makes a certain amount of calls in a time interval that results in a bluetooth service drop by the host or victim device. The script consists as follows:

```bash
root@kali:~# while read r; do rping -s 50 84:C7:EA:57:36:D7; done < numscons
```

First, a file called numscons is created with a counter from 1 to 100, to have it as a reference in the script and avoid memory overflow or overload in the attacking host \[2\].

1.2. Compilation of Attack Results

It can be seen that the Bluetooth protocol is designed to provide interconnection facilities for devices and this is a necessary approach to IoT device communication, so that through the software solution designed it is not planned to limit or block the protocol functionality in an automated way by an application or service, this is relegated to the user, designing an application that allows the user to browse the connectivity events, paired devices and can take the decision to lock or not a device.

2. Design Stage

2.1. Software Architecture

The Class diagram is show in Figure 1.

![Class diagram](image1.png)

2.2. Iteration Diagram

The diagram of the Figure 2 shows the application running on the device, engaged in different communications with other devices, thus the device is in a susceptible environment where it receives different Bluetooth attacks. The device has a Bluetooth interface which communicates with the application (BlueLock) when a Bluetooth adapter is instantiated.

The application (BlueLock), has an event filter that specifically detects changes in bluetooth adapter status, such as incoming connections and recording everything in the database, as well as in the application log.
Figure 1: Class diagram.
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Figure 2: Application iteration diagram.
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3. Development Stage

3.1. Application Development

It is proposed to develop an Android mobile application that allows to control the Bluetooth communication, turn on/off the controller, enable device searching, consult paired devices, Bluetooth event log, locked devices and access to communication feature through Bluetooth with Gatt Server [3].

Application features:
- Bluetooth user interface to control the device.
- Bluetooth event log generation detected by the application.
- Device locking interface through bluetooth interface.
- Gatt Server allowing communication event detection with several devices connected through Bluetooth.
- Non-relational database generation allowing the device Bluetooth connection data store and its related events.

3.2. Code Documentation

Bluetooth package filtering: The main application feature is the BroadcastReceiver function, which allows to receive and manage communication events sent by the bluetooth adapter in Context.sendBroadcast. This function filters and controls the states detected by the application and writes in log these events [4, 5].

Device connection status validation in the “Connecting” event. If the device is in a locked state it generates a removeBond event, which removes the paired device from the list of Bluetooth devices, which generates a lock at connection attempt.

Device locking: In the application it is very important the state in which the device is, therefore, if the application finds a device and this is active to make a connection, you can block its status to prevent it from performing clandestine actions to our device. The following method blockDevice validates the status of this device and updates the locked column [6].
4. Test Stage

4.1. Bluejacking Attack Test

**Attack Deployment:** To begin with using the BlueLock application on target device 2 with MAC A0:8D:16:88:A5:BD and block all devices that have Bluetooth enabled. Then it proceeds to create a new contact on attacker device 1 with MAC C0:8C:71:84:94:A1 and sends or shares it with victim device (Figure 3).

**Figure 3:** Bluejacking Attack - File Send Error Message.
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**Bluejacking attack result:** When running the test it can be seen that the application blocks correctly the contact sending preventing that there will be some communication channel between the two devices.

4.2. Bluesnarfing Attack Test

**Attack deployment:** Remember that this attack is similar to bluejacking, but with the difference that it enters and steals information from the attacked device [7,8]. Executing the same commands used before, the result is shown in the console:

```
root@kali:~# sdptool browse --tree --Gcap C0:8C:71:84:94:A1
Failed to connect to SDP server on C0:8C:71:84:94:A1: Connection timed out
root@kali:~# sdptool browse --tree --Gcap C0:8C:71:84:94:A1
Failed to connect to SDP server on C0:8C:71:84:94:A1: Operation already in progress
root@kali:~# sdptool browse --tree --Gcap C0:8C:71:84:94:A1
Failed to connect to SDP server on C0:8C:71:84:94:A1: Connection timed out
```

**Bluesnarfing attack result:** The victim device, having the attacker in a locked state, avoids service description reading and remains inaccessible to the attacking device.

4.3. Result Analysis

- When applying Bluejacking and Bluesnarfing attacks using BlueLock application, it gives a positive result, since the blocking of an attacking device did not allow to deploy the attack, with the Bluejacking, it does not allow notification entry with the annoying contact, and Bluesnarfing was completely stopped since the device tries to initiate communication to make some request.

- Logging allows the user to access the validation of communication events of Bluetooth adapter in a range of time and to easily detect unusual events that can be performed by devices that are within the physical range of the Bluetooth interface [9,10].

5. Conclusions

Software solutions for mobile devices focused on connection and data packet validation can improve Android device security in places like apartments and buildings where there are a lot of active Bluetooth devices therefore being more likely to be hacked. BlueLock is a connectivity event-oriented security application that allows detection of available devices and provides the option to block unwanted ones. This is achieved by validating the status of Bluetooth interface through an Intent filter, which is sensitive to status changes of the Bluetooth adapter.
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